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This document will provide the basic instructions for navigating the GUS security annual review system.
You can access the system at http://apps.uams.edu/GUSSecurityAudit
For questions, please contact Techsupportcenter@uams.edu for assistance.
[bookmark: _Toc504565622]Reviewing employees
All GUS user roles must be audited annually.  Approving a role will log the approval for audit purposes but no further action will be taken.  Revoking a role will notify UAMS IT Security to revoke the user’s access for that specified role – revoking one role will not affect the other roles if an employee has multiple GUS user roles.  You must review all employees assigned to you and their roles.
After logging in, the home screen will display your list of employees and their associated GUS roles.  You can either approve or revoke an employee’s access based on their role. 
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1. Employee name(s)
2. GUS user roles
3. Approve or Revoke roles
4. Process all selections

There are two options for approving/revoking roles: either Approve All or Revoke All at the top or make individual selections next to each employee/role. 
Once you have made your selections, select Process selected actions at the bottom of the page and the system will log them.  Employees with roles to be revoked with be processed within 2-3 days of your review.
You do not have to review all employees and roles at one time – you can process selections in increments until completed.  Pending reviews will remain in your queue until approve or revoke selected and processed.
[bookmark: _Toc504565623]Additional Information
If you have questions regarding GUS user roles, you have two options for additional information.  At the top of the menu, you can access role descriptions by selecting Role Definitions. If you need further information on GUS security and roles, select Additional Information to be taken to the GUS information site.
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Role Definitions will display the role, short and long description:
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Additional Information will open a new tab for the GUS information page:
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[bookmark: _Toc504565624]Delegating and Reassigning Reviews
If you will be unable to complete your reviews in the scheduled time, you can delegate an UAMS employee to process reviews on your behalf.  Additionally, if any employees are incorrectly assigned to you, you may have them reassigned to the correct supervisor.  
To delegate or reassign, please contact IT Security at Techsupportcenter@uams.edu and they will perform the actions on your behalf.




 



image3.png
Supervisor Review | Role Definitions ~ Additional Information





image4.png
Role Definitions

Role

[ROLEIRoleuser By Spokesperson

AM Administrator

Applicant

AppServer Administrator

AWE Administrator

Benefits Administrator

(}\pe?on Ad}ums?r /

short
Description

WF] Roleuser by
Spokesperson

Absence
Mngmnt
Administrator

Internal
Applicant

AppServer

Administrator

AWE
Administrator

[WF] Benefits
Administrator

/
Description /

German Labor Relations Employee Representative. This is a role defined in Workflow
that has Workists, Email, and/or Forms created when Workflow is enabled.

PeopleSoft; This role applies to the Absence Management Core Application. Do not
‘maodify this role - Clone it to customize access for your specific system.

This role has the permission list PSAPPS linked to it and enables users to start the /

Application Server (used in psadmin.exe). Do not modify this role - Clone it to /
customize access for your specific system.

Peoplesoft; This role belongs to Shared Components. It is designed to give access to /
‘the Approval Workflow Engine configuration and Administration components. Do n&
madifiy this Role.

This role is for roleusers who are Benefits Administrators. This is a role defined in
Workflow that has Worklists, Email, and/or Forms created when Workflow is enablev
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The annual GUS security access review process begins late January, 2018. Supervisors shoul{
expect emailed instructions for reviewing the security role assignments for all employees wity
access to GUS. Additional information and instructions will be available soon.
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Approve or revoke GUS Security for the year

Click approve or revoke on all roles for each employee listed below

Approve  Revoke
00 ik
Employee  Roles e Approve Revoke

DENNIS 2018 - EOPP_USER [5) [5)
WEAVER  Assign this role to every user (other than the Guest user) who signs onto the system. This role grants access
to the base common portal objects needed by all users.

2018 - HCM SOA Services Portal Access [2) [2)
2018 - PAPP_USER [2) [2)
2018 - Peoplesoft User [2) [2)

2018 - Standard Non-Page Permissions (@) (@)
Peoplesoft: This Role is used to link a collection of non-page permissions to users. Do not modify this role -
Clone it to customize access for your specific system.

2018 - UA_AD_DEVELOPER @ @
Admissions Developer

2018 - UA_STAFF [2) [2)

UAMS All Staff
o  Process selected actions




